BCEPOCCUICKA S OJIUMITUAJIA IIIKOJIbHUKOB
NHOOPMATHKA. ITPODOUJIb « THOOPMAITMOHHASI BE3OHTACHOCTb»
20252026 YU. I'. IKOJIBHBIN OTAII. 10-11 KITACCBHI

OTBETHI 1 KPUTEPUU OHEHNUBAHUA
MakcumanbHbIi 0a/ 3a padoty — 105.

BBOaHBIN MHCTPYKTAK

ToBapuin ctaxép! JoOpo nmokaaoBaTh B MUP HAYKU U TOPXKECTBA YEJIOBEUYECKOTO
pazyma! Bbl nmpoxoauTe CTaKMpPOBKY B OTAese MHMDOPMAIMOHHOW 0€30IacHOCTH
[Ipennpusitust 3826 — ceTM  HAYyYHO-IPOU3BOJCTBEHHBIX  KOMILIEKCOB,
3aHUMAIOIIMNXCS CO3JAHUEM HOBEMIIMX TEXHOJOTHU MOJ PYKOBOJCTBOM JYYIIIHX
yMoOB Haiei crpanbl. Hayunsie noctmxenus pennpusitus 3826 n3MeHUIN KU3Hb
HE TOJIBKO HAllUX COOTEUYECTBEHHUKOB, HO U JKUTENEN Bcero mupa. K coxanenuro,
€CTb JIFOJY, KOTOPBIE HCIIOJIB3YIOT HOBEUIIINE TEXHOJIOTUH BO Bpe. Bama 3amaua —
noMoub koManne Ilpennmpusitusi 3826 3allUTUTH KOMILIEKC OT KHUOEpPYrpo3 u
MPEJOTBPATUTh BOCCTAHUE POOOTOB, BEI3BAHHOE JCHCTBUSIMU 3JI0YMBIIILJICHHUKOB.

1. Kakue kpunrorpaduueckue NPUMHTHBBI OOECIIEUMBAIOT AYTEHTU(DHUKALUIO U
[IEJIOCTHOCTDH JAHHBIX?

HMAC (Hash-based Message Authentication Code)
Digital Signature (mudpoBasi NOANMUCH)

Stream cipher (moTokoBsIi muUP)

Message Authentication Code (MAC)

Block cipher (010unbIii mmdp)

Hash function (xem-¢yHkims)

3a kaxxablid BepHbI 0TBeT — 2 faJsia.

3a kaKablii HeBepHbIM OoTBeT WTpad — 2 O0a/lia, HO He MeHee (0 Oa/u10B 3a
3a/laHue.

MaxkcumymMm 3a 3agaHue — 6 0a/110B.

2. BeibepuTte BepHbie yTBepKAeHUS 0 TLS.

TLS ucnosb3yeTt TOIbKO aCUMMETPUYHOE IH(PPOBAHKE

TLS ucnojb3yeT 1 aCHMMETPHYIHOE, H CHMMETPHYHOe HnppoBaHue
CepTudHuKaThI CBA3LIBAIOT OTKPBITHIN KJII0Y ¢ CYIITHOCTBLIO (MMEHEM)
CamononnucaHHbli cepTUdUKAT Beera 0e3omacex

B TLS 1.3 vnanén RSA key exchange

SSLv3 — oauH U3 peKOMEHyeMbIX CTaHIapTOB

3a MoJIHOCTHI0 BEPHBIi 0TBET — 6 0aJ1J10B.
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3. Kakas xomanga Linux mo3BojisieT MOHMTOPUTH CHUCTEMHBIE BBI3OBHI Ipollecca
B peaJIbHOM BpeMeHu?

e strace
o ltrace
e qgdb

e valgrind

3a BepHbIii 0TBET — 6 0aJJIOB.

4. Kakoil MeXaHW3M B COBPEMEHHBIX Opay3epax MpeaoTBpAIlacT BBIMOJTHEHUE
JavaScript u3 HeTOBEpEHHBIX UCTOYHUKOB?

e Same-Origin Policy
e Content Security Policy

e CORS
e HSTS

3a BepHbIii 0TBET — 6 0AJLJIOB.

5. Cxkoxpko 0aitT 3anumaet oaHo 3Hauenne SHA-256 xoma?

OTtBert: 32

3a BepHbIii 0TBET — 6 0aJJI0B.

6. B opranmzanuun 3286 0e30macHUKHM PEIIMIINA JJIOTUPOBATh BCE IOIBITKU
MOAKITIOYEHUSI K OXpaHSIeMOW Ciyx0e yAal€HHOro JocTyna pabodero crosia
anMuHuCcTpaTtopa. CocTaBbTe MOAXOASIIEE TPABUIIO.

OUTPUT 22 ACCEPT

O .-—sport .
®

DROP

o
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@)

INPUT

$ iptabl - . 5
ptables A POSTROUTING B ton O d t 443
et g

FORWARD 3389 LOG

80
REJECT

3a MoJIHOCTBI0 BEPHBIi 0TBET — 9 6aJJ10B.
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7. ITuctomer MakapoBa MOKHO 3apsiIUTh JEBITHIO MaTpoHamu: 8 B oOoiimMy u 1
B marpoHHUK. Kaxaeplii matpoH MoxkeT ObITh ¢ Tpaccupyromed mynen (X),
oponeboiinoi (Y) uimu oObraHOM (7).

VYcnoBus:
® JJIsl YIYYIICHUS BBILEIUBAHUS 00513aTENIBHO JI0JXKHO OBITh POBHO 3 MaTpoHa
¢ Tpaccepom (X),
e 1maTpoH Y JOJDKEH BCTpEUYaThCs HE MEHEee OJJHOTO pasa,
® [aTpoH Z MOXXET HCIIOJB30BaThCd He Oosiee 2 pa3, B TOM 4YHCIE U HE
HCITOJIb30BATHCS BOBCE.

CKOJIBKO CYIIECTBYET Pa3IMuYHBIX CIOCOOOB 3apsAAUTh IHCTOJNET 9 MaTpoHaMHu,
coOmroas ykazaHHble yciioBUs? OIMHAKOBBIE 110 COCTABY PACKIAIKU, B KOTOPBIX
MO3UINH MaTPOHOB OTIMYAIOTCS, CAUTAIOTCS PA3TUYHBIMHU.

OtBet: 1848

3a BepHbIii oTBeT — 14 6aJLs10B.

8. [lotuMepHbIii KOHTEHHEP
Pexomennyembie ytunutsl: Python
@aiin: decode 11 3

B naboparopusix komruiekca «3aBoj1-3826» HalIeH MOJ03pUTENbHBIN (Paiii ¢ KIIH0YoM
K poOOTY-KOIMPOBIIHMKY. VccaenoBarenu mo103peBatoT, YTO JIaHHBIE 3aKOIMPOBAHbBI
KaKMM-TO HEOOBIYHBIM CITIOCOOOM, BO3MOKHO, KPAaTHOCTH JIJTMHBI KOJUPOBAHUSI KaK-TO
C 3TUM CBs3aHa. Baia 3a1aya — u3BI€Yb CEKPETHYIO HH(OPMALIHIO.

dopmar orBera: vsosh{...}

OrBer: vsosh{rot4_b85 n3ur4l _pretecel 3}

3a BepHbIii oTBeT — 12 HaJLJ10B.

9. ITaccUBHBINI AHAJIU3
PexomMeHtyeMble yTHIIHTHL: python
@aiin: reverse_11 3.py

ToBapwui, Ha KOHBeiepe TeHeparopa Kitouel OOHapyKeH cOOM: KaKIblil OalT
KII0Ya CIBUHYJIM TIO TO3WIMH, «IOKPYTHJIN» W 3aMacKupoBaiu. BepHute
VCXOJHBIN MOPAIOK U YKAXKUTE KOPPEKTHBINA KITFOU.

dopmat oTBera: vsosh{...}

OrBer: vsosh{idx_rorl_xor5A ok}

3a BepHbIii oTBeT — 12 0aJJ10B.
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10. BpeMeHHas1 KAJbKYJISILMS

IT-mupextop Oner ycTaHOBWJI MAaKCHUMaJbHBIA YpOBEHb 3alllUTHl Ha CEpBEp
C KPUTUYECKH BAKHBIMU JTaHHBIMHU, HO TIOTEPSUI JUCTOK C 3allMCAHHBIM MapOJIeM.
B moxymeHTarmm cucTeMbl 0€301MacHOCTH yKa3aHbI MapaMeTPhl apOTbHOM MOTUTHKH:

e J[JIMHA MAPOJIsl COCTABISIETE 8§ CHMBOJIOB;

e paspenieHbl OyKBBI aHTJIMNHCKOTO andaBuTta (26 CHMBOJIOB, PETUCTP TOJIBKO
HIDKHUN ), TUQPBI, CTICIICUMBOJIBI,

e Bce 1udpsi ot 0 10 9;

® CIICIICUMBOJILI — TOJIBKO acTepuck (*), mmoc (+), 3Hak mporenta (%),
amnepcany (&), 3Hak noiapa ($), 3Hak paBeHCTBa (=).

CKOJIBKO BPEMEHU MaKCUMAITLHO YHIET Ha MOI00p Y Mpo(ecCHOHATLHOTO MHCTPYMEHTA
JUT. BOCCTAHOBJICHUS TTapoJiel, padoTaroriero co ckopoctbio 2000 maposieit B ceKyHay?
OTBeT BbIpa3uTe B CEKyHIAX, apU(PMETUIECKU OKPYTIIUTE JI0 TIETIbIX.

OrtBet: 4841325998

3a BepHbIii oTBeT — 14 6aJs10B.

11. CereBasi anoma/Ius

Pexomennyembie yrunutsl: Wireshark

®aiin: traffic_ 11 3.pcap

ToBapui, B HammX HHOOPMAITMOHHBIX CETSIX OOHapykeHa aHoManus. Kaxercs, KTo-

TO aTaKyeT BHYTPEHHHE CEpBUCHI. Tpedyercs CpoyHOE pacciaeJOBaHUE W AHAJIN3
curyauuu. Mccnenyiire 3anuch Tpaduka v ONUIINTE aTaky.

Kaxkoii Tumn ataku ObUT IPUMEHEH?

SQL injection

LDAP injection

Command injection (OS)
Cross-Site Scripting (XSS)
Cross-Site Request Forgery (CSRF)
Server-Side Request Forgery (SSRF)
XML External Entity (XXE)
Directory Traversal (LFI/RFI)
Insecure Deserialization

Broken Access Control (IDOR)
ARP Spoofing

No attack (valid creds)

3a BepHbIii oTBeT — 4 HaJa.
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Omnpenenute [P-aapec arakyromero.

Otser: 10.0.1.15

3a BepHbIii oTBeT — 3 0asLIa.

Kako#i (haiin npITanuce npounuTats ¢ cepBepa?

Mwmst manku 6€3 cuMBOJIOB cima (/):

OTtBerT: etc

3a BepHbIii oTBeT — 2 0ajLIa.

dann:

OrBer: passwd

3a BepHbIii 0TBeT — 2 HaJia.

Omnpenenure nepenanHbii Giar.
®opmar orBera: vsosh{...}

OtBet: vsosh{ack_f113134k}/ vsosh{xxe_f113134k}.
3a oauH u3 npuBeaéHHbIX ¢uiaros — 3 0aJuia.

Maxkcumym 3a 3aganue — 14 6as1710B.

MaxkcumaibHblii 6211 3a padoty — 105.



