BCEPOCCUICKA S OJIMMITUAJIA IIIKOJIbHUKOB
NHOOPMATHKA. ITPODOUJIb « THOOPMAITMOHHASI BE3OHTACHOCTb»
20252026 YU. I'. LHIKOJIBHBIN OTAII. 9 KITACC

OTBETHI 1 KPUTEPUU OHEHNUBAHUA
MakcuManbHbIii 62171 32 padoTty — 85.

BBOaHBIN MHCTPYKTAK

ToBapuin ctaxép! JloOpo nmoxkaaoBaTh B MUP HAYKU U TOPXKECTBA YEJIOBEUYECKOTO
pazyma! Bbl nmpoxoauTe CTaKMpPOBKY B OTAese MHMDOPMAIMOHHOW 0€30IacHOCTH
[Ipennpusitust 3826 — ceTM  HAYYHO-NIPOU3BOJCTBEHHBIX  KOMILIEKCOB,
3aHUMAIOIIMNXCS CO3JAHUEM HOBEMIIMX TEXHOJIOTHM MOJ PYKOBOJCTBOM JYYIIIHX
yMoOB Haiei crpanbl. Hayunsie noctmxenus pennpusitus 3826 n3MeHUIN KU3Hb
HE TOJIBKO HAllUX COOTEUYECTBEHHUKOB, HO U JKUTENEN Bcero mupa. K coxanenuro,
€CTb JIFOJIH, KOTOPBIE UCTIOJIB3YIOT HOBEUIIINE TEXHOJIOTMH BO Bpel. Bama 3amaya —
noMoub koMaunae Ilpennpusitusi 3826 3alIUTUTH KOMIUIEKC OT KHUOEpyrpos u
NPEIOTBPATUTh BOCCTAHUE POOOTOB, BEI3BAHHOE JEHCTBUSAMH 3JI0yMBILIIIEHHUKOB.

1. Kakue n3 YKa3aHHBIX CIIOCOOOB MOKHO HCITOJI30BATh JJI1 3allUThl AAHHBIX IIPH

nepenayve?
e TLS/SSL
o WPAS
e PGP/GPG
o DBaset4
e IPSec
e MD5

3a kaxablid BepHbId oTBeT — 1 0a/LT.
3a kaxablii HeBepHbIl oTBeT ITpad — 1 6a/u1, HO He MeHee () 0aJL10B 3a 3a1aHMe.

Maxkcumym 3a 3aganue — 4 0aJuia.

2. Kakwue tumsl BpegoHocHOro I1O MOryT CKphIBaThCs B CHCTEME HE3AMETHO?
e Pyrkut (Rootkit)
o Kuasuarypuslii mmnuon (Keylogger)
e Tposinckuii koHb (Trojan)
e Pexmamuoe ITO (Adware)
e IHInuonckoe IHO (Spyware)
e AHTHBHpYC

3a kaxxablid BepHbIil oTBeT — 1 0asLT.

3a kaxapiii HeBepHbIl oTBeT WTpad — 1 G6am, HO He MeHee (0 OaIoB 3a
3aJlaHue.

Maxkcumym 3a 3aganue — 4 0ajuia.
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3. Kakas xomanga Linux moka3bIBaeT KOJWYECTBO CBOOOJHON M HMCIOJIB3yeMOM
OTIEpaTUBHOM MaMsITH?

e free-h
e S -—aux
e pwd

e df-h

3a BepHbIii oTBeT — 4 fasIA.
4. Kako#i ctanAapTHBIN NOPT Ucnodib3yeT npotokoia HTTP?

o 22

. 80

o 443
e 3080

3a BepHbIii oTBeT — 4 GaJjLIA.

5. Kakoii cumBo B Linux 0003HayaeT JOMAITHIO JUPEKTOPHUIO MOJIB30BATENS?
OtBer: ~

3 BepHbIii 0TBeT — 4 HasL1a.

6. B opranmzanum 3286 pemuiau  3alUTUTH CBOUX TOJb30BaTelied  OT
nepeHanpaBieHusi Ha (UITUHTOBBIE CaWThl. J[Ji1 9TOro OBUIO pEIIeHO CcOo37aTh
npaBuio iptables, kortopoe 3ampemaer Bxoasmmii DNS-tpaduk ot mrob6oro
ncroyHuka. CoCcTaBbTe TaKOE MPABUIIO.

$ iptables -A

3a noJTHOCTHIO BepHbIii 0TBET — 9 0aJJ10B.

7. Ham ynanoces noiiMaTh-CKpyTUTh cioMaBiierocs podora moaenn BOD—A. Iloka
MUOHEPHI yIEPKUBAIOT OpBIKAIOIIErocsi poO0Ta, BaM HY>KHO ObICTpee MOJIYYHTh
JOCTYIl K TOJIMMEPHOMY MO3TYy M MOHATh, KTO €ro B3joMal. Ha kogoBom 3amke
B I0JIOBE€ po0OTa yCTAaHOBJIEHA MOCIEAOBATEILHOCTh U3 MSATH CHUMBOJIOB, KaXK]IbIi
U3 KOTOpBIX — iu60 X, mubo Y, nmudo Z.
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N3BecTHA ImapoJjibHas IOJUTHUKA:

e OykBa X JI0JKHA BCTpeyaThCsl B IM(pe pOBHO JBa pasa,
e OykBbl Y U Z MOTYT IPUCYTCTBOBATH B UG pe TH000€ KOIUYECTBO pa3, B TOM
YHUCJIE U OTCYTCTBOBATb.

CKOJIBKO pa3IMYHbIX BapUAHTOB IIM(pa MOKHO COCTaBUTh, COONIOAAs YKa3aHHBIE
yciaoBusi?

OTtBert: 80

3a BepHbIii oTBeT — 12 6a/L10B.

8. [lotuMepHbIii KOHTEHHEpP
PexomMenayembie yTriIuThL: Python
®aiin: decode 9 3.diff

PoGoTt-kypbep «KomMMmyHap» 10CTaBUII 3aKOAMPOBAHHOE MOCTAHUE U3 LIEHTPAIBHOIO
y37a. [lanusie npeacrasiieHsl B hopmare Base3?2 i nepeaauu yepes crapbie CUCTEMBI
CBSI3U U, MTOXO0KE, 3aKOJIMPOBaHbI HE OAUH pa3. Baia 3a1aya — U3BIE€Yb CEKPETHYIO
UH(pOpMAIHIO.

®opmat orBera: vsosh{...}
OtBet: vsosh{b4s3 32 cOurl3r _m3ss4g3}

3a notHOCTHI0 BepHbIii oTBeT — 10 6a/10B.

9. ITaccMBHBINA aHAJIN3
Pexomennyemblie yTUIUTHL: python
@aitn: reverse_ 9 3.py

Oobnapy:xeHa nomexa B 0aiiToBoM notoke. TpeOyercst cpoyHasi KOPPEKTUPOBKA.
B kauecTBe pe3yibTara nmpencTaBbTe BOCCTAHOBJICHHBIE TaHHBIE.

dopmar orBera: vsosh{...}
OtBet: vsosh{x@Or_1byt3 v3 11t}

3a mostHOCTHI0 BepHbIi oTBeT — 10 0aJ/1710B.
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10. BpeMeHHas1 KAJbKYJISILMS

Nnxenep Jmutpuit 3a0bU1 Maposib OT CUCTEMBI KOHTPOJISI 1OCTyNa B CBOEM oduce.
Ha tabnuuke ps/ioM ¢ TEPMUHAIIOM yKa3aHbl TpeOOBaHUs K MapOJItO:

® JIMHA MapoJis COCTaBlsieTe 6 CUMBOJIOB,;

e paspenieHbl OyKBBI aHTJIMNUCKOTO andaBuTa (26 CHMBOJIOB, PETUCTP TOJBKO
HIDKHUN ), THQPBI, CIICIICUMBOJIBI,

® 1UdpBI TOTBKO YETHBIE;

® CIICIICUMBOJIBI — TOJIBKO 3T ((@), BOCKIMIIATEIbHBIN 3HAK (!).

CKOJBKO BpEMEHH MAaKCHUMAalIbHO 3aTpaTUT MporpaMma mojadopa MmapoieH,
paboTaroias co ckopocthto 300 maponeit B cekynay? OTBET BbIpa3UTE B CEKYHIAX,
apu(pMETUYECKN OKPYIIIUTE JI0 IIENbIX.

Otser: 4304893

3a BepHbIii oTBeT — 12 0aJ/1J10B.

11. CereBass anoMaus
Pexomenyemble yruintsl: Wireshark
®aiin: traffic 9 3.pcap

ToBapuii, B Hammx WHOOPMAIMOHHBIX CETSIX OOHapykeHa aHomamnus. Kaxercs,
KTO-TO aTaKyeT BHYTPEHHHUE CEpBHUCHI. Tpedyercs CpouHOEe pacciieJoBaHUE U
aHanu3 cutyanun. Mccneayii 3anuck Tpaduka U OMUIIN aTaKy.

Kakoit Tun araku Obu1 MpUMEHEH?

e SQL injection

e LDAP injection

o Command injection (OS)

e Cross-Site Scripting (XSS)

o Cross-Site Request Forgery (CSRF)
o Server-Side Request Forgery (SSRF)
o XML External Entity (XXE)

o Directory Traversal (LFI/RFI)

e Insecure Deserialization

o Broken Access Control (IDOR)

e ARP Spoofing

e No attack (valid creds)

3a BepHbIii 0TBeT — 3 HaJia.
Omnpenenute IP-agpec arakyromiero.
Oteet: 10.0.1.15

3a BepHbIii 0TBeT — 3 0aJLIa.
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Kakoii mapametp 3arpoca Obl1 ysI3BUM?
Otser: q

3a BepHbIii oTBeT — 3 0asIa
Omnpenenure nepenanHbii ar.
OtBet: vsosh{r3f13ct3d _ack}

3a BepHbIii oTBeT — 3 0aJLIa

Maxkcumym 3a 3a1aHue — 12 6a/U10B.

MaxkcumanbHblii 6aJ1J1 3a padoty — 85.



